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Decentralizing Platform Economy: A Pathway to Inclusive Growth 

Abstract 

The rapid digital transformation in the Asia-Pacific region, championed by the Asian 
Development Bank (ADB), offers substantial potential for economic growth. However, 
achieving inclusive growth through digital inclusion remains a significant challenge. 
This paper critically examines the role of the platform economy in economic 
disparities, focusing on how centralized platform businesses such as Alibaba, 
Amazon, and Uber disrupt traditional business models and employment structures, 
thereby exacerbating economic inequalities. Through an extensive review of 
academic discourse and empirical studies, the paper explores the dual impacts of the 
platform economy. On one hand, it highlights efficiency gains in resource allocation 
and market expansion. On the other hand, it raises concerns about monopolistic 
practices, stifled innovation, and the rise of precarious gig work that 
disproportionately affects vulnerable populations. To address these challenges, the 
paper proposes a decentralized platform structure that emphasizes fair competition, 
consumer and producer rights, and transparency. By leveraging emerging 
technologies such as blockchain and federated learning, the proposed structure aims 
to foster a more equitable economy. The study provides practical solutions and 
policy recommendations to promote a more balanced and inclusive digital economy 
in the Asia-Pacific region. 

1 Introduction 
The Asia-Pacific region has undergone a rapid digital transformation characterized 
by extensive technological advancements and the widespread adoption of platform 
businesses. This transformation encompasses various developments, including the 
expansion of internet access, the proliferation of mobile connectivity, the growth of 
e-commerce, and the integration of digital technologies into various sectors. 

The expansion of internet access, driven by significant investments in 
telecommunication infrastructure, has transformed both urban and rural areas in the 
Asia-Pacific region. Countries like South Korea and Japan have near-universal 
internet penetration, while emerging economies such as India and Vietnam have 
significantly expanded access to previously underserved regions. This connectivity 
has integrated millions into the digital economy, enabling access to online services, 
digital markets, and innovations. The rise of mobile connectivity, with some of the 
highest global mobile penetration rates, has further accelerated digital adoption. 
Smartphones and mobile internet services facilitate communication, social 
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interaction, and deliver diverse digital services like mobile banking, telemedicine, and 
online education, thereby fostering economic growth and innovation. 

E-commerce platforms such as Alibaba, Amazon, Uber, and Bookings have 
dramatically transformed the retail landscape by providing consumers with an 
extensive array of products and services at competitive prices. These platforms have 
also opened new avenues for businesses, particularly small and medium-sized 
enterprises (SMEs), allowing them to reach a global customer base, expand their 
market presence, and enhance revenue streams. The convenience and efficiency 
offered by these platforms have led to their rapid adoption, significantly impacting 
traditional business models and consumer behavior. 

This paper critically examines the platform economy's role in economic disparities, 
focusing on the dual impacts of centralized platforms. It highlights both the 
efficiency gains in resource allocation and market expansion, and the concerns 
regarding monopolistic practices, stifled innovation, and the rise of precarious gig 
work affecting vulnerable populations. To address these challenges, the paper 
proposes a decentralized platform structure that emphasizes fair competition, 
consumer and producer rights, and transparency. By leveraging emerging 
technologies such as blockchain, this structure aims to foster a more equitable 
economy. 

The paper is structured as follows: Section 2 provides an overview of the platform 
economy, detailing its evolution and impact in the Asia-Pacific region. Section 3 
delves into the challenges posed by platform businesses, focusing on issues such as 
monopolistic practices, data security, and the impact on gig workers. Section 4 
explores the limitations inherent in the current infrastructure, addressing efforts to 
combat these challenges and the underlying trust crisis. Section 5 proposes a 
decentralized platform structure, outlining its concept, rationale, benefits and 
potential drawbacks in detail. Section 6 discusses the path forward, including 
strategies for restructuring traditional platforms, fostering innovation in new platform 
models, and offering detailed policy recommendations to support these transitions. 
The paper concludes by advocating for the adoption of decentralized platform 
mechanisms to harness the benefits of digitalization while mitigating its adverse 
effects, ultimately promoting inclusive growth in the Asia-Pacific region. 

2 The Platform Economy: An Overview 

2.1 A Brief History 

The platform economy refers to economic and social activities facilitated by platform 
businesses that connect different user groups, such as consumers, businesses, and 
service providers (Kenney & Zysman, 2016; Parker et al., 2016). The history of the 
platform economy can be traced back to the early days of the internet but has 
significantly evolved with the advent of advanced digital technologies and the 
proliferation of mobile devices. 
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In the Asia-Pacific region, the roots of the platform economy emerged in the late 
20th century, paralleling global trends with unique regional characteristics (Leong et 
al., 2019). In the late 1990s and early 2000s, the rapid adoption of the internet set the 
stage for the rise of platform businesses like Rakuten (founded in 1997 in Japan) and 
Alibaba (founded in 1999 in China), which began as online marketplaces connecting 
buyers and sellers. These early platforms leveraged the region's growing internet 
penetration and urbanization, offering new opportunities for commerce and 
interaction. 

The early 2000s marked significant growth and diversification for the platform 
economy in Asia and the Pacific. As Leong et al. (2019) highlight, social media and 
communication platforms like Tencent's WeChat (launched in 2011 in China) 
revolutionized how people connect and interact online, integrating a variety of 
services from messaging to payments within a single app. This period also witnessed 
the rise of specialized service platforms such as Grab (founded in 2012 in Malaysia) 
and Ola (founded in 2010 in India), which initially provided ride-hailing services and 
later expanded into other areas like food delivery and financial services (Leong et al., 
2019; Srnicek, 2017).  

2.2 Network Effect 

The rapid and expansive growth of the platform economy can be attributed to the 
network effect. Network effect refers to the phenomenon where the value of a 
platform increases as more users join it, creating a positive feedback loop that 
attracts even more users. 

Network effects can lead to the phenomenon of “winner-takes-all” markets, where a 
few large platforms dominate the industry. This dominance is reinforced by 
economies of scale and scope, making it difficult for smaller competitors to survive. 
Platforms can leverage their vast user data to improve services and introduce new 
features that smaller players cannot match. 

WeChat, as one of the significant examples, gained major market share in instant 
messaging in China through the powerful network effect by initially attracting users 
with its free and convenient messaging service, building on Tencent’s existing QQ 
user base. As more users joined WeChat, the platform’s value increased, encouraging 
further adoption. The incorporation of diverse features such as voice messaging, 
multimedia sharing, and social networking elements like Moments created a 
comprehensive user experience, enhancing engagement and retention. This broad 
utility fostered a positive feedback loop, where increasing user numbers made the 
platform more attractive to new users and service providers, further cementing 
WeChat’s dominance in the market (Chen, 2016). The following chart of monthly 
active users of the leading messaging apps in China as of February 2024 shows the 
significant market share of Tencent company (which operates WeChat and QQ). 
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2.3 Market Efficiency and Business Expansion 

The substantial growth of platform economy was significantly driven by its 
enhancement of market efficiency, and its role in catalyzing the creation of new 
markets, revolutionizing how businesses and consumers interact. By leveraging 
advanced digital technologies and innovative business models, platform businesses 
such as Alibaba, Grab, and Gojek have streamlined processes, reduced transaction 
costs, and improved resource allocation. These efficiencies have not only 
transformed traditional markets but have also opened up new economic 
opportunities. 

One of the most notable examples of efficiency gains can be observed in the 
operations of Alibaba, a leading e-commerce platform in China. Alibaba’s platform 
connects millions of buyers and sellers, facilitating seamless transactions and 
providing access to a vast array of products. The platform’s advanced algorithms and 
data analytics optimize inventory management, predict consumer preferences, and 
enhance supply chain coordination. This has led to reduced costs and increased sales 
efficiency, benefiting both consumers and businesses. Research by Wong (2023), 
demonstrates that platforms like Alibaba play a critical role in lowering business 
costs and facilitating market access for SMEs. 

Similarly, Grab, a dominant player in Southeast Asia’s ride-hailing and logistics 
market, has transformed the transportation sector by enhancing market efficiency. 
Grab’s platform utilizes real-time data and sophisticated algorithms to match drivers 
with passengers, optimize routes, and reduce waiting times. This has resulted in more 
efficient use of vehicles, lower operational costs, and improved service quality. 
Several studies highlits Grab’s platform has increased the efficiency of the 
transportation systems and provided income opportunities for millions of drivers 
(Zainal et al., 2024; CSIS, 2020). 
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The platform economy has also facilitated the emergence of new markets, 
particularly in the gig economy and digital services. Gojek, an Indonesian platform, 
started as a ride-hailing service and has since expanded into various sectors, 
including food delivery, digital payments, and on-demand services. Gojek’s multi-
service platform has created a comprehensive ecosystem that supports a wide range 
of economic activities. Gojek has significantly contributed to market expansion by 
enabling micro-entrepreneurs to offer their services through the platform, thereby 
creating new income streams and fostering economic growth in urban and rural 
areas (Gojek, 2024; TUEWAS Asia, 2021). 

By reducing transaction costs, optimizing resource allocation, and facilitating the 
creation of new markets, platforms like Alibaba, Grab, and Gojek have enhanced 
market efficiency and transformed traditional business models, driving economic 
growth.  

3 Challenges of the Platform Economy 

While the platform economy has undoubtedly brought about significant efficiency 
gains and market expansion, these benefits come with their own set of challenges. 

3.1 Market Power and Monopolistic Practices 

Platform economy often led to the concentration of market power in the hands of a 
few dominant players, which can have several detrimental effects on market 
dynamics and competition. Platform business have been accused of abusing their 
market power over both platform users and platform competitors (Cremer, De 
Montjoye, and Schweitzer, 2019). And therefore the market power of platform 
businesses is twofold: internal and external. Internal market power leads to unequal 
competitive conditions among platform users. External market power leads to 
unequal competitive conditions against other platform businesses. 

3.1.1 Internal Market Power 

Self-preferencing is one of the key issues of internal market power where dominant 
platforms prioritize their products and services over those of competitors. This 
practice can skew consumer choice and further entrench the platform’s dominance in 
various sectors. Kwak, Zhang, and Yu (2019) argue Alibaba leverages its market 
position to prioritize its own services and products over those of competitors, by 
preferential treatment in search algorithms and better placement in promotional 
campaigns. 

Marketplace platforms serve as de facto regulators, establishing the operational 
framework for their ecosystems and defining the parameters for user interactions. 
These platforms wield significant influence by setting and enforcing the guidelines 
that govern both the marketplace's overall functioning and the specific ways in which 
participants engage with one another. For example, WeChat has been accused of 
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exploiting its dominant position by blocking links to rival services, effectively creating 
a closed ecosystem that limits user choice (Deng and Yang, 2019). 

3.1.2 External Market Power 

One significant problem arising from platform-level monopolies is the restriction of 
market entry. Incumbent platforms can leverage their extensive resources and user 
bases to create high barriers to entry for new entrants. This can involve aggressive 
pricing strategies, exclusive contracts with key suppliers, or extensive marketing 
campaigns that smaller companies cannot match (Carlton & Perloff, 2015). For 
instance, Alibaba’s extensive logistics network and aggressive pricing strategies have 
made it difficult for smaller e-commerce firms to compete in China (Rui, 2018). 
Similarly, Grab’s dominance in Southeast Asia’s ride-hailing market, bolstered by 
significant funding and strategic partnerships, has raised entry barriers for new 
competitors (Phang, 2019). As a result, potential new entrants find it increasingly 
difficult to compete, leading to reduced innovation and choice in the market (Stucke 
& Grunes, 2016).  

Platform envelopment is another tactic where a company leverages its existing 
platform to enter and dominate adjacent markets. Dou and Wu (2021) discuss how 
WeChat employs platform envelopment to incorporate social media, payments, and 
other services, which strengthens its position against competitors and ensures user 
retention. By bundling new services with incumbents’ core offerings, they can 
effectively squeeze out specialized competitors in these new areas, further expanding 
their market power. This practice allows them to create an ecosystem where users are 
locked into using their services for a broad range of needs, making it challenging for 
competitors to attract and retain users. 

3.2 Data Management and Privacy Concerns 

Platform businesses collect vast amounts of user data, which they use to enhance 
their services and gain deeper insights into consumer behavior. This data superiority 
allows them to develop better products and services, further entrenching their 
market position.  

Centralized control of user data raises significant privacy concerns, as users often 
have little choice but to share their personal information with these platforms 
(Zuboff, 2019). Zuboff (2019) discusses how companies like Facebook and Google 
collect extensive personal data, often without explicit user consent, which can be 
used for targeted advertising and other purposes.  

Moreover, the concentration of data within a few dominant platforms increases the 
risk of large-scale data breaches, potentially exposing sensitive information of 
millions of users (Acquisti, Taylor, & Wagman, 2016). For example, the data breach 
involving the Indonesian e-commerce platform Tokopedia in 2020 exposed the 
personal information of over 91 million users (Erdianto, 2020). Additionally, China’s 
Tencent has faced scrutiny over data privacy practices and potential misuse of user 
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data (Kshetri, 2020). Such incidents underscore the vulnerability inherent in the 
current platform economy’s data practices and the need for robust data protection. 

3.3 Workplace Impacts in the Gig Economy 

The platform economy, while offering flexibility and opportunities, has disrupted 
traditional employment structures, creating many gig workers who often face 
precarious working conditions. These independent contractors are typically not 
protected by employment laws, leaving them vulnerable to exploitation, such as 
working extended hours without proper benefits or job security. This transformation 
has widened economic disparities, as gig workers struggle with unstable income and 
lack of social safety nets. In Southeast Asia, ride-hailing drivers for Grab frequently 
work long hours to make ends meet, facing high competition and fluctuating 
demand (Phua, 2021). Similarly, delivery workers for platforms like Foodpanda and 
Deliveroo report extended working hours and insufficient earnings (Kenny & Manoli, 
2020). This shift in employment patterns underscores the need for regulatory 
frameworks that better protect gig workers and ensure fair labor practices in the 
evolving platform economy. 

4 A Limitation Woven into the Infrastructure 

4.1 Efforts in Addressing the Challenges 

The concentration of power in these platforms has resulted in monopolistic 
behaviors, data privacy concerns, etc. To address these growing challenges, 
governments in the Asia-Pacific region began to implement regulatory measures 
(Leong et al., 2019). Countries over the world have introduced regulations to curb 
antitrust practices, protect consumer data, and ensure fair competition. These 
regulatory efforts aim to mitigate the negative impacts of platform monopolies and 
promote a more balanced digital economy. 

Traditional antitrust tools have proven inadequate in addressing the unique 
characteristics of digital markets. The network effects and data advantages of 
incumbent platforms make it difficult for new entrants to compete effectively (Khan, 
2018). Despite regulatory scrutiny, major tech platforms continue to dominate their 
respective markets. Google, for instance, still holds over 90% of the global search 
engine market share, indicating that antitrust efforts have not significantly impacted 
its market position (Statcounter, 2024). Additionally, the global nature of digital 
platforms makes it challenging for individual countries to effectively regulate them. 
Lack of international coordination has led to fragmented approaches that may not 
effectively address the global reach of these companies (OECD, 2020). 

4.2 The Underlying cause: Trust Crisis  

Trust is a fundamental component in the functioning of digital platforms. Without 
sufficient trust, platforms are compelled to implement centralized control 
mechanisms. Therefore, understanding and addressing the root cause of trust 
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deficiency is crucial for developing effective solutions and fostering a more equitable 
digital economy. 

In the early days of the platform economy, the development of online retail 
platforms like Taobao faced significant challenges due to a lack of trust. To endorse 
the credibility of platform users, the concept of escrow transactions was introduced. 
In this system, the buyer’s payment is held in an escrow account and only released to 
the seller once the buyer confirms receipt of the goods. This simple yet effective 
feature addressed one of the biggest obstacles to internet-based retail platforms by 
resolving the trust crisis through business process innovation.  

The trading volume of Taobao skyrocketed after the introduction of escrow account. 
Therefore, the essence of the platform economy lies in the provision of initial credit 
endorsement by platform enterprises for specific markets.  

4.3 The Internet 

The historical evolution of the platform economy underscores the transformative 
impact of the internet. As one of the most influential technologies in human history, 
the internet has enabled unprecedented connectivity and data exchange. Platform 
businesses have thrived on this connectivity, facilitating interactions between 
consumers, businesses, and service providers across vast distances. 

However, the internet’s capabilities are limited to data transmission. While the TCP/IP 
protocol, which underpins the internet, excels at connecting vast amounts of data, it 
lacks the capacity to govern the rules of business processes inherently. This limitation 
is significant, as the success of platform businesses depends not only on data 
connectivity but also on the proper regulation of transactions and interactions. 

As the platform economy evolved, operators began to implement a range of 
additional features designed to enhance user experience and trust further. These 
features include reputation systems, user reviews, and third-party verification 
services, which collectively aim to ensure that transactions are conducted fairly, 
contracts are enforced reliably, and disputes are resolved efficiently.  

Therefore, nowadays one of the fundamental reasons that platform businesses 
flourished is that they have been fulfilling the needs of connection that internet has 
failed to do so. 

4.4 A Distributed Network 

Addressing the inherent limitations of the internet’s architecture and separating the 
business and technical aspects of platform operations can fundamentally reshape the 
platform economy. By ensuring a robust trust mechanism while confining platform 
companies to maintaining their technical systems without intruding into business 
activities, this approach can eradicate monopolistic rent-seeking, reduce income 
inequality, protect labor rights, and ensure sustainable development. 
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The proposed distributed network aims to address the limitations that internet 
protocol has failed to deliver. The distributed network is built upon blockchain 
technology, which provides a distributed ledger system ensuring transparency and 
security in all transactions. Smart contracts automate processes and enforce 
agreements without the need for a central authority, fostering trust among 
participants. The network supports peer-to-peer (P2P) interactions, allowing users to 
connect directly and share resources efficiently. 

In recent years, blockchain technology has gained significant traction in virtual 
environments, such as online gaming and the metaverse. This surge in popularity is 
primarily due to users’ growing distrust of traditional operational models in these 
virtual scenarios. Traditionally, online game players only possess usage rights to 
virtual items (such as game equipment), which means operators can prohibit virtual 
item transactions between players or even suspend/terminate user rights at any time 
(Chong, Lim, & Hua, 2020). By leveraging blockchain technology, operators can 
establish a platform that acknowledges user assets, preventing unilateral restrictions 
on asset transactions and ownership denial (Chen et al., 2018). For example, the 
South Korean gaming company WeMade has implemented blockchain technology in 
its games, enabling players to truly own and trade their virtual assets without 
interference from the game operators (Kang, Wang, Allen, & So, 2024). Decentraland, 
a blockchain-based virtual world, allows users to buy, sell, and trade virtual land and 
assets securely, ensuring that user ownership is immutable. This technological trust 
ensures asset security, fostering a more trustworthy and decentralized virtual 
economy. 

While internet is a light protocol, heavy application solution, a distributed network is 
a heavy protocol, light application solution. With a distributed network, people can 
build up a decentralized fair, unbiased, and pro-users platform that does not rely on 
platform business for credit endorsement. 

5 Decentralized Platform Structure 

5.1 Concept and Rationale 

Applying blockchain technology can fundamentally transform the organization of the 
platform economy by creating an objective, reliable, and neutral environment where 
trust is built through technology rather than the operator’s reputation. Platforms 
built on blockchain manage both data transmission and the rules governing data 
exchange, eliminating the need for a central authority to mitigate risks. This enables 
direct, peer-to-peer, end-to-end, and user-to-user interactions without a central 
intermediary. Through decentralized protocols, platforms can offer a trustworthy 
environment where the integrity of transactions is maintained by the technology 
itself. This structure not only enhances trust among users but also ensures a clear 
separation of the platform’s business and technical components, limiting the 
platform operator’s role to maintaining the technical structure without interfering in 
business processes. 
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The integration of blockchain technology in platform economies facilitates the 
creation of a transparent and accountable system. By using decentralized ledgers 
and smart contracts, platforms can automate and enforce agreements without the 
need for a central authority (Buterin, 2013). This transparency ensures that all 
participants have equal access to information and can independently verify 
transactions. The decentralized nature of these platforms also allows for the 
implementation of token-based governance models, where stakeholders can 
participate in decision-making processes (Allen et al., 2020). This participatory 
governance model ensures that the platform operates in the best interests of its 
users, rather than being driven by the profit motives of a central authority, the 
platform operator. 

5.2 Addressing Monopolistic Practices 

Decentralized platforms offer innovative solutions to mitigate monopolistic practices 
both within and outside the platform. By design, decentralized platforms ensure a 
fair and competitive environment, preventing any single entity from exerting undue 
influence over the market. 

First, internal market power. Within decentralized platforms, market power is 
mitigated through their inherent structure. Since the decentralized platform is 
structured by its users to be equal and fair, no single platform operator can alter this 
design to favor certain users over others. This ensures that the platform operates as 
intended, without providing unfair competitive advantages to any user. The rules and 
protocols are embedded in the system and cannot be changed unilaterally by any 
operator, thus maintaining a level playing field for all participants. 

Second, external market power. Decentralized platforms cannot eliminate external 
market power since the network effect applies to all platforms regardless on its 
organization. However, decentralized platforms mitigate external monopolistic 
practices by decoupling financial incentives from platform control. Unlike traditional 
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platforms where operators benefit from increased trading volumes, decentralized 
platform operators and users are not compensated based on the platform's trading 
volume. Therefore, although network effect still exists, there is no incentive for 
anyone to exploit market power. This structure disrupts the traditional monopolistic 
rent-seeking by not aligning financial rewards with control over the platform, 
fostering a more competitive and inclusive environment. 

By addressing both internal and external market power and monopolistic practices, 
decentralized platforms create a more equitable and dynamic market. This 
decentralization ensures that power is distributed among users, reducing the risk of 
monopolistic practices and fostering a healthier competitive landscape. 

5.3 Balancing Data Utility and Privacy 

Data privacy and security are major concerns in the centralized platform. Centralized 
platforms accumulate vast amounts of user data, making them attractive targets for 
hackers and increasing the risk of data breaches. In contrast, decentralized platforms 
could leverage cryptographic techniques to enhance data security. Blockchain 
technology ensures that data is stored in a decentralized manner, with each 
transaction being encrypted and linked to the previous one. This makes it extremely 
difficult for hackers to alter or steal data, as they would need to simultaneously 
breach multiple nodes in the network (Narayanan et al., 2016). 

While distributed data storage could enhance data security comparing with 
traditional manner, many functions of modern platforms rely heavily on big data, 
especially those with a recommender system, and distributed storage can 
significantly restrict the function of big data and algorithms. Therefore, decentralized 
platforms must address this challenge by ensuring data privacy while enabling 
efficient data analysis for recommender system. Luckily, there are plenty privacy-
enhancing computational techniques available. 

One potential solution is the use of federated learning, a decentralized approach to 
machine learning where algorithms are trained across multiple decentralized devices 
or servers holding local data samples, without exchanging them. A study by Yang et 
al. (2019) demonstrates the feasibility of federated learning in improving the 
accuracy of recommender systems while preserving user privacy in a decentralized 
manner. Google’s Gboard is a practical example of federated learning in action. 
Gboard, a virtual keyboard app, uses federated learning to improve its predictive text 
algorithms without transferring users' data to central servers. Instead, the learning 
process occurs directly on users' devices, and only the model updates are sent back 
to the central server, preserving user privacy (Hard et al., 2018). 

Another solution is homomorphic encryption, a form of encryption that allows 
computations to be performed on ciphertexts, generating an encrypted result that, 
when decrypted, matches the result of operations performed on the plaintext. 
Research by Badawi et al. (2020) showcases the practical application of homomorphic 
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encryption in cloud-based data analysis, proving its effectiveness in securing data 
privacy while enabling complex computations. Microsoft's SEAL (Simple Encrypted 
Arithmetic Library) demonstrates the application of homomorphic encryption. SEAL 
allows computations to be performed on encrypted data, enabling secure data 
processing in cloud environments (Microsoft Research, n.d.). 

Implementing differential privacy is another technique that can be used. This 
approach adds random noise to the data in a way that preserves the privacy of 
individual users while still allowing for meaningful data analysis. Abadi et al. (2016) 
validate the use of differential privacy in large-scale data analytics, demonstrating its 
ability to protect user anonymity without sacrificing the quality of the analysis. The 
US Census Bureau employs differential privacy techniques to protect the 
confidentiality of respondents. By adding statistical noise to the data, the Census 
Bureau ensures that individual responses cannot be traced back to specific 
individuals while still allowing for accurate population-level insights (Abowd, 2018). 

By integrating these privacy-enhancing computational techniques, decentralized 
platforms can enhance data privacy and security while still leveraging big data for 
essential functions like recommender algorithms. These solutions help balance the 
need for privacy with the functional requirements of modern data-driven platforms. 

5.4 Advancing Worker Protections and Conditions 

Decentralized platforms powered by blockchain and decentralized governance 
models have the potential to significantly improve working conditions and 
protections for gig workers. By leveraging smart contracts, these platforms can 
ensure fair compensation and transparency. Smart contracts automate payments, 
eliminating intermediaries and reducing the risk of delayed or unfair payments. This 
provides gig workers with greater financial stability and predictability, ensuring they 
are promptly and fairly compensated for their work. 

In addition to fair compensation, decentralized platforms enhance job security by 
utilizing decentralized autonomous organizations (DAOs). DAOs, governed by smart 
contracts, enable collective decision-making among workers, allowing them to 
participate in shaping the policies that affect their working conditions. Gig workers 
can have a say in crucial matters like payment rates, working hours, and dispute 
resolution processes, fostering a more equitable and inclusive environment. This 
decentralized governance empowers workers, giving them ownership over the 
platform and the ability to influence their future. 

Moreover, blockchain technology can establish verifiable and portable work histories, 
allowing workers to build a reputation recognized across multiple platforms. In the 
current centralized model, gig workers’ credentials and ratings are confined to 
individual platforms, making it difficult to transfer their professional track record. A 
decentralized approach gives workers the freedom to carry their reputation with 
them, enhancing their employability and bargaining power. For example, the Dock.io 
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protocol facilitates the exchange of professional data, allowing gig workers to 
maintain a verifiable work history that can be leveraged across platforms to secure 
better job opportunities and negotiate higher wages. 

5.5 Potential Drawbacks and Challenges 

While the decentralized platform economy presents numerous benefits, it also comes 
with potential drawbacks and practical challenges that need to be carefully 
considered.  

a. User Experience 

User experience on decentralized platforms can differ from traditional 
centralized platforms. The decentralized nature of these platforms often 
requires users to take more responsibility for their data and security. This 
added responsibility can be a burden for some users, leading to lower 
adoption rates. However, this burden could be mitigated by setting default 
standards by a group of user representatives, as did by most of the Dapps 
nowadays.  

Additionally, building trust in decentralized systems, where there is no central 
authority, can be challenging. Although distributed network could resolve 
disputes and provide guarantees, people are reluctant to learn new 
functionalities. It takes time for users to get familiar with new platforms. 

b. Scalability Issues 

Decentralized applications often face scalability challenges. Distributed 
technology, especially together with privacy-enhancing computational 
techniques, can struggle with processing large volumes of transactions quickly 
and efficiently. As the number of users grows, the system may experience 
slower transaction times and higher costs. Finding solutions to these 
scalability issues is crucial for ensuring that decentralized platforms can 
handle widespread use without significant performance degradation. 

To address scalability, implementing Layer 2 solutions such as state channels 
and rollups can significantly reduce the load on the main blockchain, while 
sharding can enhance throughput by processing transactions in parallel. 

c. Economic Impacts on Existing Platforms 

The transition to decentralized platforms can significantly impact existing 
centralized platforms. Traditional platform companies may experience a 
reduction in market power and profits as users migrate to decentralized 
alternatives.  

d. Security Concerns 
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While decentralized platforms are often touted for their enhanced security 
features, they are not immune to vulnerabilities. Smart contracts, for example, 
can contain coding errors that are difficult to correct once deployed. Ensuring 
robust security measures and continuous monitoring is essential to mitigate 
these risks. 

e. Technological Complexity 

Implementing decentralized platforms involves a high level of technological 
complexity. Blockchain technology, smart contracts, and privacy-enhancing 
computational techniques require advanced technical expertise to develop, 
maintain, and secure. The steep learning curve and the need for specialized 
skills can be a barrier for many businesses, potentially limiting widespread 
adoption. 

f. Regulatory and Legal Uncertainty 

The regulatory environment for decentralized platforms is still evolving. 
Different jurisdictions may have varying regulations regarding data privacy, 
financial transactions, and digital assets. This legal uncertainty can create 
compliance challenges for businesses operating on decentralized platforms. 
Furthermore, the lack of clear regulations may deter investors and users, 
slowing the adoption of these technologies. 

6 The Path Forward 

The path forward involves a strategic overhaul of traditional platforms and fostering 
innovation in new platform models. This section outlines key strategies for 
restructuring existing platforms and developing new decentralized alternatives, along 
with policy recommendations to support these transitions. 

6.1 Restructuring and Competing with Traditional Platforms 

Restructuring traditional platforms involves decentralizing core functions to reduce 
monopolistic control and enhance user autonomy. Existing platforms can adopt 
decentralized technologies incrementally, starting with non-core services to build 
trust and demonstrate effectiveness. 

One initial step is integrating decentralized identity verification systems, enhancing 
user privacy and security by allowing individuals to manage their identity 
information. Additionally, adopting federated learning for data analysis ensures that 
user data remains private while enabling the platform to utilize valuable insights for 
improving services. Another critical aspect is breaking down data silos to promote 
interoperability and data sharing across different platforms through decentralized 
data marketplaces, empowering users and fostering innovation. Furthermore, 
decentralized storage solutions like the InterPlanetary File System (IPFS) can enhance 
data security and availability, especially in industries where data integrity is 
paramount. Implementing token-based incentive structures can also encourage user 
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engagement and loyalty, while decentralized governance mechanisms like DAOs 
enable stakeholders to participate in decision-making processes, democratizing 
platform governance and ensuring fair policies. 

However, it is important to acknowledge that restructuring traditional platforms to 
incorporate decentralized technologies will greatly decrease the market power and 
profits of existing platforms. By reducing monopolistic control and allowing users 
greater autonomy, platforms may experience a decline in their ability to extract value 
from users and maintain high profit margins. For example, Facebook’s restructuring 
to provide users with greater control over their data and to integrate decentralized 
identity verification could lead to a reduction in ad revenue, as advertisers may find it 
more challenging to access detailed user information. 

Given this reduction in market power, traditional platforms may be reluctant to fully 
embrace decentralization. As an alternative, new decentralized platforms can emerge 
to compete with existing centralized platforms. These new entrants can leverage their 
decentralized nature to attract users who prioritize privacy, security, and autonomy. 

To effectively compete with existing platforms, new decentralized platforms can 
focus on the following strategies: 

1. Low cost: Since decentralized platforms eliminate the profit-driven model of 
traditional platforms, they can operate with minimal costs, offering their services at 
lower or even zero commission. This cost efficiency can attract buyers who are 
looking for affordable alternatives, and sellers who are seeking higher income, 
thereby increasing the platform’s competitiveness. 

2. User-Centric Design: By prioritizing user needs and preferences, decentralized 
platforms can offer a more personalized and satisfying experience. This can include 
features such as enhanced privacy controls, user-owned data, and transparent 
governance mechanisms. 

3.Interoperability: Promoting interoperability with other decentralized platforms can 
create a more cohesive and integrated ecosystem. This can enhance the value 
proposition for users, as they can seamlessly transfer data and assets across different 
platforms. 

For example, decentralized social media platforms like Mastodon and Diaspora offer 
an alternative to centralized platforms like Facebook and Twitter. By providing users 
with greater control over their data, decentralized governance, and enhanced privacy 
features, these platforms attract users who are disillusioned with the data 
exploitation and lack of transparency in traditional social media. 

6.2 Platform Economy in New Scenario 

There are areas where no platform exists nowadays, usually because of trust issues. 
Utilizing decentralized technologies and developing new decentralized platform 
business models in these areas is crucial for fostering a more equitable and inclusive 
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digital economy. These new platforms can be designed from the ground up with 
decentralization principles, ensuring that they are inherently more transparent, 
secure, and user-centric.  

Decentralized platforms excel in areas where traditional centralized systems struggle 
due to the lack of a single authority. Key areas where decentralized platforms can 
thrive include international operations, inter-governmental collaborations, and multi-
currency transactions. 

1. International Operations: Decentralized platforms are particularly well-suited for 
international operations where the absence of a single governing authority 
complicates coordination and compliance. Blockchain-based supply chain 
management systems, for instance, can provide transparency and traceability across 
borders. By recording every transaction on a tamper-proof ledger, decentralized 
platforms can streamline customs processes, reduce fraud, and enhance the 
efficiency of global trade. 

2. Inter-Governmental Collaborations: Inter-governmental operations often involve 
multiple stakeholders with varying interests and regulations. Decentralized platforms 
can facilitate collaboration by providing a neutral, transparent, and secure 
infrastructure. For example, decentralized data sharing platforms can enable different 
government agencies to share information securely and transparently, improving 
coordination in areas such as public health, disaster response, and international 
security. 

3. Multi-Currency Transactions: Traditional centralized platforms face significant 
challenges in handling multi-currency transactions due to exchange rate volatility, 
regulatory compliance, and the need for intermediaries. Decentralized finance (DeFi) 
platforms can offer solutions by enabling peer-to-peer currency exchanges, reducing 
the reliance on banks and other intermediaries. Cryptocurrencies and stablecoins can 
be utilized to facilitate instant, low-cost, and secure cross-border payments, making 
financial services more accessible and efficient. 

6.3 Case Studies 

In addressing the skepticism regarding the feasibility of decentralizing the platform 
economy, it is crucial to explore real-world examples and emerging technologies that 
illustrate successful decentralization efforts. This section highlights the project 
mBridge and the Brooklyn Microgrid serve as powerful examples of how 
decentralization transforms systems that were historically dominated by centralized 
intermediaries. 

6.3.1 Project mBridge: Decentralizing Cross-Border Payments with CBDCs 

Historically, cross-border payment systems have relied on a complex web of 
correspondent banks to facilitate currency exchanges and transactions, resulting in 
high fees, long delays, and limited transparency. In contrast, Project mBridge—an 
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initiative led by the central banks of Thailand, the UAE, China, and Hong Kong—
seeks to revolutionize this model by establishing a decentralized framework for 
cross-border payments through the use of Central Bank Digital Currencies (CBDCs). 
This project uses a custom-built distributed ledger technology known as the mBridge 
Ledger, enabling real-time, peer-to-peer transactions directly between central banks 
across borders without the need for traditional intermediaries. By June 2024, Project 
mBridge had achieved its Minimum Viable Product (MVP) stage, enabling real-value 
transactions and marking a significant milestone in proving the platform’s potential 
for larger-scale real-world application (Bank for International Settlements, 2024). 

In 2022, a six-week pilot program involving twenty commercial banks from Hong 
Kong SAR, Mainland China, the UAE, and Thailand facilitated over 160 transactions 
valued at more than HK$171 million. This pilot remains the largest of its kind for 
cross-border CBDC transactions, underscoring the viability of decentralized currency 
exchange on a global scale (BIS Innovation Hub, 2022). Beyond operational 
achievements, the mBridge platform incorporates real-time quota monitoring that 
allows central banks to oversee transaction quotas efficiently, significantly reducing 
administrative complexity and ensuring compliance with regulatory requirements. 
Notably, mBridge is compatible with the Ethereum Virtual Machine (EVM), which 
increases its interoperability with other blockchain platforms, allowing it to serve as a 
testing ground for new technologies and further innovation (Kapron, 2024). The 
project has also established a bespoke governance and legal framework, which 
includes a detailed rulebook to govern interactions among the participating entities, 
ensuring clarity and compliance across jurisdictions. 

The international scope of Project mBridge, with over thirty-one central banks 
observing its developments, highlights the growing global interest in efficient cross-
border payment solutions. The governance model reinforces transparency by 
providing a collaborative framework rather than relying on a single regulatory 
authority. Project mBridge demonstrates how decentralization can simplify and 
improve the efficiency of international finance, offering a transformative alternative 
to the traditional systems that often lack real-time transparency and interoperability. 

6.3.2 The Brooklyn Microgrid: Community-Driven Decentralized Energy Distribution 

The energy sector has historically been dominated by centralized production and 
distribution, with large utility companies controlling both the supply and pricing of 
power. The Brooklyn Microgrid, launched in 2016 in Brooklyn, New York, challenges 
this centralized model by empowering local residents to generate their own 
renewable energy, primarily through solar power, and to trade excess energy with 
their neighbors through a decentralized network. This project introduces a 
community-centered approach to energy production and distribution, allowing 
participants to take control over both the source and cost of their energy. 

Through blockchain technology, the Brooklyn Microgrid enables real-time peer-to-
peer energy trading, where residents can directly buy and sell energy within their 
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community. This decentralization not only offers consumers more autonomy but also 
fosters community engagement by involving residents in decision-making processes 
regarding energy generation and distribution. As a decentralized energy system, the 
microgrid enhances resilience against grid failures, enabling localized energy 
generation that can sustain power independently of larger grid networks during 
outages. By creating financial incentives for renewable energy use, such as cost 
savings on electricity bills and potential earnings from selling surplus energy, the 
microgrid aligns economic benefits with environmental goals. This project has 
received backing from local government initiatives that support renewable energy 
adoption, showing that decentralized models can align with broader regulatory 
objectives aimed at reducing carbon footprints and promoting sustainability. 

The Brooklyn Microgrid illustrates how decentralization transforms energy 
distribution by shifting control from large utility companies to local communities, 
resulting in a model that emphasizes sustainability, resilience, and community 
empowerment. This system contrasts with traditional energy structures, which are 
less adaptable to localized needs and are often more vulnerable to disruptions. The 
microgrid serves as a pioneering example of how decentralized platforms can 
enhance energy systems to better serve both community and environmental 
objectives, creating a scalable blueprint for other communities to follow. 

6.4 Policy Recommendations 

To harness the full potential of decentralized platforms and ensure they contribute to 
inclusive growth, policymakers need to create a supportive regulatory environment. 

Clear regulatory frameworks should define legal statuses, compliance requirements, 
and operational guidelines for blockchain and DeFi technologies to reduce 
uncertainty and encourage investment. Harmonizing regulations across borders will 
ensure smooth operations in different jurisdictions. 

Robust data privacy and security regulations are essential to protect users while 
promoting innovation. Policies similar to the GDPR can serve as models, facilitating 
the sharing of best practices and the development of global standards. 

Supporting research and development in decentralized technologies is crucial. 
Providing grants, tax incentives, and financial support can encourage innovation. 
Collaborations between public institutions, private companies, and academic 
researchers should be promoted to drive advancements and practical applications of 
decentralized technologies. Education and awareness programs are necessary to help 
users and developers understand the benefits and challenges of decentralized 
platforms. Training programs and resources should be offered to build the skills 
needed to develop and use decentralized technologies effectively. 

Creating regulatory sandboxes allows innovators to test new technologies safely. 
These controlled environments help regulators observe and understand the 
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implications of new technologies, making it easier to develop appropriate 
regulations that support innovation while protecting users. 

Promoting international cooperation is vital for the development of decentralized 
platforms, especially those that operate across borders. Harmonizing regulations, 
sharing best practices, and developing international standards will facilitate the 
growth of decentralized systems. International cooperation can address challenges 
such as regulatory arbitrage, cross-border data flows, and the interoperability of 
decentralized platforms. 

Promoting interoperability and scalability of decentralized platforms can be achieved 
by adopting open standards and protocols that facilitate data sharing and 
communication between different platforms. This will enable users to transfer their 
data and assets across platforms easily, offering a more flexible and user-friendly 
experience. 

By implementing these policy recommendations, policymakers can create an 
environment that supports the growth of decentralized platforms, driving innovation, 
enhancing security and privacy, and fostering inclusive economic growth. 

7 Conclusion  

The decentralized platform economy presents a promising pathway to inclusive 
growth, addressing many of the challenges posed by traditional, centralized 
platforms. By mitigating issues such as monopolistic practices, data breaches, and 
the lack of transparency, decentralized platforms can offer a fairer, more competitive 
environment that benefits both consumers and producers. 

The analysis has shown that restructuring traditional platforms and competing 
through innovative models can significantly diminish the market power of existing 
monopolies. This shift necessitates clear regulatory frameworks, robust data privacy 
protections, and strong support for research and development. Furthermore, the 
emphasis on education, international cooperation, and regulatory sandboxes will 
facilitate the successful integration of decentralized technologies into the global 
economy. 

Decentralized platforms hold particular promise in areas where traditional systems 
falter, such as international operations, inter-governmental collaborations, and multi-
currency transactions. These areas, characterized by the absence of a single 
authoritative entity, are ideal for the application of decentralized models that 
inherently operate on trust, transparency, and distributed control. 

Policy recommendations focusing on both restructuring existing platforms and 
fostering innovation in new models are essential. Governments and international 
agencies must work collaboratively to harmonize regulations, promote best practices, 
and develop global standards. Investments in decentralized infrastructure, support 
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for sustainable business models, and the promotion of interoperability and scalability 
are critical to realizing the full potential of decentralized platforms. 

In conclusion, by adopting a comprehensive and collaborative approach, 
policymakers can support the growth of decentralized platforms, driving innovation, 
enhancing security and privacy, and fostering inclusive economic growth. The future 
of the platform economy lies in embracing decentralization, ensuring that the 
benefits of technological advancements are equitably shared across society. 

8 Glossary 

1. Platform Economy: Economic and social activities facilitated by online platforms 
that connect different user groups, such as consumers, businesses, and service 
providers. 

2. Decentralized Platform: A platform that operates on a distributed network 
without a central authority, often utilizing blockchain technology to ensure 
transparency and security in transactions. 

3. Blockchain: A decentralized ledger technology that records transactions across 
multiple computers so that the record cannot be altered retroactively, ensuring 
security and transparency. 

4. Smart Contract: Self-executing contracts with the terms of the agreement directly 
written into code, which automatically execute and enforce the contract without the 
need for intermediaries. 

5. Network Effect: The phenomenon where a product or service gains additional 
value as more people use it, creating a positive feedback loop that attracts even 
more users. 

6. Gig Economy: A labor market characterized by the prevalence of short-term 
contracts or freelance work as opposed to permanent jobs, often facilitated by digital 
platforms. 

7. Monopolistic Practices: Actions by a dominant company to reduce competition 
and maintain or enhance its market power, often at the expense of consumer choice 
and market fairness. 

8. Data Privacy: The protection of personal data from unauthorized access and 
disclosure, ensuring that individuals have control over how their personal 
information is collected and used. 

9. Federated Learning: A machine learning approach where algorithms are trained 
across multiple decentralized devices or servers holding local data samples, without 
exchanging data, thus preserving data privacy. 
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10. Homomorphic Encryption: A form of encryption that allows computations to be 
performed on ciphertexts, generating an encrypted result that, when decrypted, 
matches the result of operations performed on the plaintext. 

11. Differential Privacy: A technique used to add random noise to data to protect 
the privacy of individual users while still allowing for meaningful data analysis. 

12. Decentralized Autonomous Organization (DAO): An organization represented 
by rules encoded as a computer program that is transparent, controlled by 
organization members, and not influenced by a central government. 

13. Interoperability: The ability of different systems, platforms, or applications to 
work together and exchange information seamlessly. 

14. Token-Based Governance: A decentralized governance model where 
stakeholders use tokens to participate in decision-making processes, influencing the 
direction and policies of a platform. 

15. Escrow Account: A financial arrangement where a third party holds and 
regulates the payment of funds required for two parties involved in a given 
transaction, ensuring security and trust. 

16. GDPR: The General Data Protection Regulation (GDPR) is an EU data protection 
law. The GDPR aims to protect the privacy and personal data of EU citizens and 
residents by establishing a framework for data protection that organizations must 
comply with when processing personal data. 
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